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TO: IT Staff 
FROM: Pepper Pans 
RE: Inject #9: Disable USB on Computers

 
 
We need to prevent the unintentional infection of our networks.  Toni wants you to prevent 
users from plugging in personal USB devices onto company machines.  Create a Group Policy in 
the Domain Controller that prevents the AutoRun feature for USB drives.  Additionally, take the 
steps you deem necessary to disable USB ports entirely on your local machines. 
 
This request is to be completed by 4:15 PM today. 
  


