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TO: IT Staff 
FROM: Pepper Pans 
RE: Inject #26: Risk Management

 
 
I’ve attended a few workshops over the past few weeks and have learned more about the Risk 
Management Framework (RMF). Thus, I would like you to further summarize what it is and how it can be 
useful to our organization. Please write up a memo with the following:  
 

1. What are the six steps of the RMF? (Short explanations) 
2. How do things like frequent password changes and intrusion detection fit within the RMF? 

 
This request is to be completed by 4:00 PM today. 
  


